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CHAPTER 6.  FILES, SYSTEMS AND REPORTS


This chapter outlines the FOC’s responsibilities for file maintenance, access to DCAMS, system security and generation of reports.  The FOC is responsible for maintaining complete and accurate servicing files and safeguarding documents.  
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ACCOUNT FILE REQUIREMENTS.   Legal and servicing documents must be maintained for each account.  These files are maintained at the FOC while collection action is being undertaken.

A. Legal Documents.   Legal documents (e.g. promissory notes, installment contracts, etc.) must be logged in when received and the original documents stored in a secure area.  Access to the secure area must be limited to the designated Security Custodian and designated Alternate Security Custodian(s).  A register of the securities held must be maintained in a separate location.  HUD Handbook 1911.1 REV-4 outlines the detailed requirements.

B. Servicing Documents.   The servicing documents to be maintained in the case binder include:

· Copies of legal documents

· Mortgages, deeds of trust, judgments and other recorded lien documents.

· Lien assignment document(s).

· Debtor financial statements.

· Repayment agreements. 

· Credit reports.

· Correspondence to/from debtor.

· Compromise agreements and supporting documents.

· Justifications for Closing (for closed accounts). (See Appendix 14.)

C. Servicing Documents – Title I Claims.   The following additional servicing documents to be maintained in the claim binder for each paid Title I claim include:

· Title I Claim for Loss, HUD-637 (see Appendix 1) and supporting documents.

· Original credit application and supporting documents.

· Completion Certificate.

D. System Based Documentation.   Account payment histories and other fiscal data are maintained in DCAMS and on microfiche.  DCAMS is also used to document telephone conversations, account changes, Treasury referrals, and other non-financial information.

E. Filing System.   The FOC Director will determine the most effective file system for its use.  Account information and documents must be readily retrievable.
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RECORDS RETENTION.   The FOC should transfer the case file and any unreleased legal documents to the Federal Records Center after case closeout as volume and post-closeout servicing demands warrant.  The policy and process for archiving and disposing of records must be consistent with the applicable official HUD Records Disposition Schedules.  (See HUD Handbook 2200.1, Chapter 11 and HUD Handbook 2225.6.)  The records for cases closed as paid-in-full must be available or retrievable for one year following closeout.  The records for all other types of closed cases must be available or retrievable for audit purposes for 5 years after the account is closed, or for not less than 1 year after the applicable statute of limitations has run. (See HUD Regulation at 24 CFR 17.70.)
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DEBT COLLECTION AND ASSET MANAGEMENT SYSTEM (DCAMS).   DCAMS (F71) is an automated system that is used for the servicing and accounting of Title I defaulted loans.  GDEBT (F71A) is a subsystem of DCAMS/F71 that is used for the servicing and accounting for generic debts.  In this handbook, “DCAMS” means both F71 and F71A.  The staff of the FOC is provided access to DCAMS to service assigned accounts.  Access to inquire and/or update DCAMS data is limited to the transactions needed to perform assigned duties.  There must be appropriate separation of duties and other controls in place for anyone granted access to update financial data. 

DCAMS is a contractor provided system which is accessed through HUDNET. DCAMS allows the user real time access to the status of a debtor's account and other pertinent debtor information via a personal computer.

A. Access to System.  Each user is assigned a mainframe user ID and password and an internal system user ID and password that allows access to DCAMS.  There are 9 basic screens used to service an account.  For details refer to the DCAMS User Manual.
While the assigned DSR/LSS has primary responsibility to accurately maintain the data in DCAMS, every user shares this responsibility. (See also Paragraph 2-3.)  Detailed explanations for the codes used and instructions for processing transactions (servicing, financial, and non-financial) are included in the DCAMS User Manual.

As future modifications and enhancements are made to DCAMS, the DCAMS User Manual will be updated by the contractor and provided to the system users.

B. System Security.  This system conforms to all the security requirements defined in HUD Handbooks, ADP Security guidelines, the Federal Information Security Management Act, OMB Policy and NIST policy and guidelines.  A System Security Administrator has been designated with responsibility for keeping the security access current and for requesting the resetting of passwords when required.  All personnel changes, which affect user access, such as reassignment or resignation, must be reported immediately to the System Security Administrator. 

Access requests for DCAMS must be submitted by the applicant’s supervisor using the CHAMP (Centralized HUD Account Management Process) application at http://useraccess.hud.gov.  Once approved, the FOC’s DCAMS System Security Administrator will establish the user’s specific DCAMS access permissions based on a written request from the user’s supervisor.  The DCAMS System Security Administrator receives quarterly DCAMS Security Reports and reviews them to determine if continued access for each user is appropriate.

DCAMS contains sensitive debtor data that must be safeguarded.  Users are trained to maintain confidentiality of their User IDs and passwords and to log out of the system when away from their workstations to avoid unauthorized access to data.

C. Reporting System Problems.  When internal DCAMS system problems are encountered, they should be promptly reported to the designated FOC point of contact that will report the problem to the DCAMS contractor in coordination with the GTM.  Documentation of the specific problem, such as screen print examples, will assist in problem resolution.

D. Automated Reports.  DCAMS provides a variety of reports that are automatically generated on a daily, weekly, monthly and quarterly basis.  Additional reports are available on an as-requested basis.  The DCAMS User's Manual lists all available reports and provides information on obtaining and interpreting these reports.  
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